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**Guidance on Information Sharing**

Although we want to make safeguarding personal, there are some circumstances when we need to take action and share information without an adult’s consent.

Sometimes an adult at risk may not want you to act on your concerns or their disclosure. This may be because they are scared or fearful of the repercussions from you taking action. It may also be because they are not aware abuse is taking place or have the mental capacity to make an informed decision and understand to remain in their current situation is unsafe.

Sharing information with the right people, is central to good practice in safeguarding adults.

You should not keep safeguarding concerns about adults at risk to yourself. Explain to the adult that you must pass the concern on to your Safeguarding Lead, as you have a duty of care. You should reassure the adult that they will be fully included on what happens.

Workers and volunteers within Triathlon should always share safeguarding concerns in line with their organisation’s policy, usually with their safeguarding lead or club welfare officer in the first instance, except in emergency situations. If it does not increase the risk to the individual, the worker or volunteer should explain to them that it is their duty to share their concern with their safeguarding lead or welfare officer.

The safeguarding lead or club welfare officer will then consider the situation and plan the actions that need to be taken, in conjunction with the adult at risk and in line with the organisation’s policy and procedures and local safeguarding adults board policy and procedures.

To make an adult safeguarding referral, you need to call the local safeguarding adults’ team. This may be part of a MASH (Multi-Agency Safeguarding Hub). A conversation can be had with the safeguarding adult’s team without disclosing the identity of the person in the first instance. If it is thought that a referral needs to be made to the safeguarding adult’s team, consent should be sought where possible from the adult at risk.

Individuals may not give their consent to the sharing of safeguarding information with the safeguarding adult’s team for a number of reasons. Reassurance, appropriate support and revisiting the issues at another time may help to change their view on whether it is best to share information.

If they still do not consent, then their wishes should usually be respected. However, there are circumstances where information can be shared without consent.

It is appropriate to report concerns without an adult’s consent when:

- You have reason to believe the adults health and or wellbeing will be adversely affected by ongoing harm.
- Other people are, or may be, at risk from the person causing harm, including children.
- It is necessary to prevent a crime, or a serious crime has been committed.
- Sharing the information could prevent a crime and help to stop abuse
- The adult may be under duress or being coerced
- The alleged abuser has care and support needs and may also be at risk

This should always be discussed with your safeguarding lead and the local authority safeguarding adults’ team.
If someone does not want you to share information outside of the organisation or you do not have consent to share the information, ask yourself the following questions:

- Is the adult placing themselves at further risk of harm?
- Is someone else likely to get hurt? Repetitive again.
- Has a criminal offence occurred? This includes: theft or burglary of items, physical abuse, sexual abuse, forced to give extra money for lessons (financial abuse) or harassment.
- Is there suspicion that a crime has occurred?

If the answer to any of the questions above is ‘yes’ - then you can share without consent and need to share the information.

When sharing information there are seven Golden Rules that should always be followed, see below for more information on the seven golden rules.

Seek advice if in any doubt

Be transparent - The Data Protection Act (DPA) is not a barrier to sharing information but to ensure that personal information is shared appropriately; except in circumstances where by doing so places the person at significant risk of harm.

Consider the public interest - Base all decisions to share information on the safety and well-being of that person or others who may be affected by their actions.

Share with consent where appropriate - Where possible, respond to the wishes of those who do not consent to share confidential information. You may still share information without consent, if this is in the public interest.

Keep a record - Record your decision and reasons to share or not share information.

Accurate, necessary, proportionate, relevant and secure - Ensure all information shared is accurate, up-to-date, necessary and share with only those who need to have it.

Key messages

- Adults have a general right to independence, choice and self-determination including control over information about themselves. In the context of adult safeguarding these rights can be overridden in certain circumstances.
- Emergency or life-threatening situations may warrant the sharing of relevant information with the relevant emergency services without consent.
- The law does not prevent the sharing of sensitive, personal information within organisations. If the information is confidential, but there is a safeguarding concern, sharing it may be justified.
- The law does not prevent the sharing of sensitive, personal information between organisations where the public interest served outweighs the public interest served by protecting confidentiality - for example, where a serious crime may be prevented.
- Information can be shared lawfully within the parameters of the Data Protection Act 2018 and the General Data Protection Regulation (GDPR).
- There should be a local agreement or protocol in place setting out the processes and principles for sharing information between organisations.
- An individual employee cannot give a personal assurance of confidentiality.
• Frontline staff and volunteers should always report safeguarding concerns in line with their organisation’s policy - this is usually to their line manager in the first instance except in emergency situations.
• It is good practice to try to gain the person’s consent to share information.
• As long as it does not increase risk, practitioners should inform the person if they need to share their information without consent.
• All staff, in all partner agencies, should understand the importance of sharing safeguarding information and the potential risks of not sharing it.
• All staff should understand who safeguarding applies to and how to report a concern.

Seven golden rules for information-sharing
1. Remember that the General Data Protection Regulation (GDPR) is not a barrier to sharing information but provides a framework to ensure that personal information about living persons is shared appropriately.
2. Be open and honest with the person (and/or their family where appropriate) from the outset about why, what, how and with whom information will, or could be, shared, and seek their agreement, unless it is unsafe or inappropriate to do so.
3. Seek advice if you are in any doubt, without disclosing the identity of the person where possible.
4. Share with consent where appropriate and, where possible, respect the wishes of those who do not consent to share confidential information. You may still share information without consent if, in your judgement, that lack of consent can be overridden in the public interest. You will need to base your judgement on the facts of the case.
5. Consider safety and wellbeing: base your information-sharing decisions on considerations of the safety and wellbeing of the person and others who may be affected by their actions.
6. Necessary, proportionate, relevant, accurate, timely and secure: ensure that the information you share is necessary for the purpose for which you are sharing it, is shared only with those people who need to have it, is accurate and up to date, is shared in a timely fashion, and is shared securely.
7. Keep a record of your decision and the reasons for it - whether it is to share information or not. If you decide to share, then record what you have shared, with whom and for what purpose.